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3GPP™ Work Item Description
Information on Work Items can be found at http://www.3gpp.org/Work-Items 
See also the 3GPP Working Procedures, article 39 and the TSG Working Methods in 3GPP TR 21.900
Title: enhanced security for Network Slicing Phase 3 
Acronym: eNS3_Sec
Unique identifier: XXXX
Potential target Release: Rel-18 
Note that this field above indicates the proposed Release at the time of submission of the WID to TSG approval. It can later be changed without a need to revise the WID. The updated target Release is indicated in the Work Plan.
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2	Classification of the Work Item and linked work items
2.1	Primary classification
This work item is a … 
	X
	Feature

	
	Building Block

	
	Work Task

	
	Study Item



2.2	Parent Work Item 
	Parent Work / Study Items 

	Acronym
	Working Group
	Unique ID
	Title (as in 3GPP Work Plan)

	FS_eNS3_SEC
	SA3
	960029
	Study on enhanced security for network slicing Phase 3



2.3	Other related Work Items and dependencies
	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship

	940063
	Study on Enhancement of Network Slicing Phase 3
	Rel-18 Stage-2 study item in SA2

	980017
	Stage 2 of Network Slicing Phase 3
	Rel-18 System and architecture aspects



3	Justification
SA2 have concluded its study on network slicing phase 3 for Rel-18 and have started stage 2 normative work for TS23.501 and TS23.502. This work item will provide security for the enhancements specified in TS23.501 and TS23.502.
4	Objective
Based on the SA3 study TR 33.886, the SA3 objectives of this work item include the following aspects that have been concluded in TR33.886:
· NSSAA procedure update for temporary slices 
· Security procedure for Network Slice Admission control (NSAC) when multiple NSACFs are involved

5	Expected Output and Time scale
	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Rapporteur

	
	
	
	
	
	



	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	TS 33.501
	Security enhancements to NSAC and NSSAA
	SA#102 (Dec 2023)
	



6	Work item Rapporteur(s)
Zander Lei, Huawei, lei.zhongding@huawei.com
7	Work item leadership
SA3
8	Aspects that involve other WGs
SA2 for system aspects 
9	Supporting Individual Members
	Supporting IM name

	Huawei

	HiSilicon

	Nokia

	Nokia Shanghai Bell

	LGE

	ZTE
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